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RISK MANAGEMENT POLICY FOR 

TVS INFRASTRUCTURE TRUST  

 

1. Preamble 

 

Pursuant to the investment management agreement dated March 28, 2024, the board of directors of TVS 

Infrastructure Investment Manager Private Limited (the “Board”), the investment manager to TVS 

Infrastructure Trust, an infrastructure investment trust registered with the Securities and Exchange Board of 

India (“SEBI”) in accordance with the SEBI (Infrastructure Investment Trusts) Regulations, 2014, as 

amended (“InvIT Regulations”), has adopted the following policy and procedures (the “Policy”) to provide 

a framework for management of risks associated with the business of the Trust. The Board may review and 

make amendments to the Policy from time to time as it may deem appropriate, subject to applicable law. 

 

The main objective of this Risk Management Policy (“Policy”) is to ensure sustainable business growth with 

stability and to promote a pro-active approach in reporting, evaluating and resolving risks associated with the 

business. In order to achieve the key objective, the Policy establishes a structured and disciplined approach 

to Risk Management, including the development of the culture to record risks, in order to guide decisions on 

risk evaluating & mitigation related issues. The Policy is adopted in accordance with the Regulation 26G of 

the InvIT Regulations read with Regulation 17(9) and Regulation 21 of Securities and Exchange Board of 

India (Listing Obligations and Disclosure Requirements) Regulations, 2015, as amended, (“SEBI Listing 

Regulations”) which requires the Investment Manager to lay down procedures to inform the Board about 

risk assessment and risk minimization and the Board shall be responsible for framing, implementing and 

monitoring the Risk Management plan for the Trust.  

 

2. Definitions 

 

2.1. “Investment Manager” means TVS Infrastructure Investment Manager Private Limited.  

 

2.2. “Risk” means a probability or threat of damage, injury, liability, loss, or any other negative 

occurrence that may be caused by internal or external vulnerabilities; that may or may not be 

avoidable by pre-emptive action. 

 

2.3. “Risk Management” is the process of systematically identifying, quantifying, and managing all 

Risks and opportunities that can affect achievement of a corporation’s strategic and financial goals. 

 

2.4. “Risk Management Committee” means the risk management committee formed by the Board. 

 

2.5. “Risk Assessment” means the overall process of risk analysis and evaluation. 

 

2.5. “Trust” means TVS Infrastructure Trust.  

 

 Words and expressions used and not defined in this Policy shall have the meaning ascribed to them in the 

InvIT Regulations, the SEBI Listing Regulations, the Securities and Exchange Board of India Act, 1992, as 

amended. 

 

3. Risk Management  

Principles of Risk Management: 

 

3.1. The Risk Management shall provide reasonable assurance in protection of business value of the 

Trust from uncertainties and consequent losses. 

 

3.2. All concerned process owners of the Investment Manager shall be responsible for identifying 

& mitigating key Risks in their respective domain.  

 

3.3. The occurrence of Risk, progress of mitigation plan and its status will be monitored on periodic 

basis.  

 

4. Risk Management Procedures  
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4.1. General  

 

Risk management process includes four activities: Risk identification, Risk Assessment, Risk 

mitigation and monitoring and reporting.  

 

4.2. Risk Identification  

 

The purpose of Risk identification is to identify internal and external risks specifically faced by the 

Trust, in particular including financial, operational, sectoral, sustainability (particularly, 

environment, social and governance related risks), information, cyber security risks or any other risk 

as may be determined by the Risk Management Committee and identify all other events that can 

have an adverse impact on the achievement of the business objectives. All Risks identified are to be 

documented properly. The documentation should incorporate risk description, category, 

classification, mitigation plan, responsible function / department.  

 

4.3. Risk Assessment  

 

Assessment involves quantification of the impact of Risks to determine potential severity and 

probability of occurrence. Each identified Risk is assessed on two factors which determine the Risk 

exposure:  

 

A. Impact if the event occurs  

 

B. Likelihood of event occurrence  

 

Risk Categories: It is necessary that Risks are assessed after taking into account the existing controls, 

so as to ascertain the current level of Risk. Based on the above assessments, each of the Risks can 

be categorized as – low, medium and high.  

 

4.4. Risk Mitigation 

 

The following framework shall be used for implementation of Risk mitigation: 

 

All identified Risks should be mitigated using any of the following Risk mitigation plans:  

 

a) Risk avoidance: By not performing an activity that could carry Risk. Avoidance may seem the 

answer to all Risks but avoiding Risks also means losing out on the potential gain that accepting 

(retaining) the risk may have allowed. 

 

b) Risk transfer: Mitigation by having another party to accept the Risk, either partial or total, 

typically by contract or by hedging / insurance. 

 

c) Risk reduction: Employing methods/solutions that reduce the severity of the loss e.g. having 

adequate softwares in place to prevent data leaks. 

 

d) Risk retention: Accepting the loss when it occurs. Risk retention is a viable strategy for small 

Risks where the cost of insuring against the Risk would be greater than the total losses sustained. 

All Risks that are not avoided or transferred are retained by default.  

 

5. Monitoring and reviewing Risks  

 

In terms of the roles and responsibilities defined by the Board, the Risk Management Committee shall 

formulate the policies for effective identification, monitoring, mitigation of the Risks. The secretary of 

the Risk Management Committee shall maintain the proper documentation of Risks. The Risk 

Management Committee shall also keep the Board informed about the nature and content of the Risk 

Management Committee’s discussions, recommendations and actions to be taken.  

 

The Audit committee shall evaluate the Internal Financial Controls and Risk Management System in 

terms of the roles and responsibilities defined by the Board. 
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Audit committee shall review the documents capturing Risks, once a year and add any new material Risk 

identified to the existing list. These will be taken up with respective functional head for its mitigation. 

 

Existing process of Risk Assessment of identified Risks and its mitigation plan will be appraised by the 

Risk Management Committee to the Board on an annual basis. The Risk Management Procedures are 

given in Annexure A below.  

  

6. Business Continuity Plan 

 

The Policy aims to implement the business continuity plan. A business continuity plan is a framework 

that outlines how a business will continue operating during an unplanned disruption in service. It contains 

contingencies for business processes, assets, human resources and business partners – every aspect of the 

business that might be affected.  

The plan shall contain a checklist that includes supplies and equipment, data backups and backup site 

locations. It will also identify plan administrators and include contact information for emergency 

responders, key personnel and backup site providers. Further, the plan may provide detailed strategies on 

how business operations can be maintained for both short-term and long-term outages.  

  

7. Communication of this Policy 

 

This Policy shall be posted on the website of the Trust i.e. www.tvsinfratrust.com 

 

8. Review of this Policy 

 

This Policy shall be reviewed by the Risk Management Committee periodically, at least once in two 

years, including by considering the changing industry dynamics and evolving complexity. 

 

9. Conflict with Applicable Law 

 

The Policy shall not contradict with the provisions of any applicable law. In case of any discrepancy, the 

provisions of applicable law shall prevail over the provisions of this Policy. 

 

10. Amendment 

 

(i). Any amendment or variation to this Policy shall be undertaken in compliance with the SEBI InvIT 

Regulations and other applicable law.  

 

(ii). Notwithstanding the above, this Policy will stand amended to the extent of any change in applicable 

law, including any amendment to the SEBI InvIT Regulations and the SEBI Listing Regulations, 

without any action from the Investment Manager or approval of the unitholders of the Trust. 

 

Adopted by the board of directors of TVS Infrastructure Investment Manager Private Limited on behalf of the 

Trust on January 27, 2025. 

 

Certified True Copy 

 

 

_______________________ 

Authorised Signatory  

 

Name: Yogesh Bhargav  

Designation: Company Secretary  
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Annexure A 

Risk Management Procedures 

Information with respect to risk identification shall be provided by the Risk Management Committee. Pursuant to which following 

details are to be provided to the IM Board in the format below: 

Risk 

Identification 

Risk Assessment Risk Mitigation Recommendation to Board  Audit Committee to 

evaluate the process 

Financial Risks      

Regulatory Risks     

Geo-political Risks     

Tenant related 

Risks 

    

Security & IT 

related Risks 

    

Credit Risks     

Liquidity Risks     

Market Risks     


